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What problem are we trying to solve?

Publishers are constantly fighting against being misrepresented



Countering distrust in news media

• Trust in the news is at an all-time low
– “just 40% of our respondents across all 47 

markets say they trust most news” (Reuters 
Institute Digital News Report, 2024)

– 59 per cent of respondents say that they are 
concerned about fake news online

• AI-generated fake news, misinformation 
and disinformation is getting harder to 
detect
– It’s becoming an arms race, with no end in 

sight

© 2025 IPTC (www.iptc.org) | All rights reserved 3



Proving what’s real is easier than detecting what’s fake

• Our approach is to digitally sign 
content that is produced by news 
publishers

• If the media has been modified since it 
was signed, the digital “hash” no 
longer matches, and it will be 
highlighted to users

• The aim is for this technology to be 
built into websites, browsers and 
online platforms
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Source: BBC mockup



C2PA progress since previous
Photo Metadata Conference in May 2024
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IPTC Origin Verified News Publisher List
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Currently in the process of joining:



Tools and services to support publishers

Origin Verify Validator 
https://originverify.iptc.org

IPTC C2PA WordPress plugin
(not yet released publicly)

https://originverify.iptc.org/
https://originverify.iptc.org/


France Télévisions signing daily news content
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• C2PA-signed content page

• Announcement (in English)

https://www.franceinfo.fr/une-information-transparente-franceinfo/c2pa.html
https://www.franceinfo.fr/une-information-transparente-franceinfo/c2pa.html
https://www.franceinfo.fr/une-information-transparente-franceinfo/c2pa.html
https://www.franceinfo.fr/une-information-transparente-franceinfo/c2pa.html
https://www.francetelevisions.fr/et-vous/le-lab/en/tech/france-t-l-visions-adopts-the-c2pa-standard-to-authenticate-its-content-and-receives-the-ebu-technology-award-47272
https://www.francetelevisions.fr/et-vous/le-lab/en/tech/france-t-l-visions-adopts-the-c2pa-standard-to-authenticate-its-content-and-receives-the-ebu-technology-award-47272
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IBC Accelerator: Stamping Your Content



BBC R&D trial with Sony
C2PA-enabled broadcast camera

• Part of the IBC Accelerator project
• “Using a pre-release version of 

Sony’s PXW-Z300 camera, which 
was announced in July 2025, we 
had one of the world’s first use 
cases of testing the C2PA workflow 
with video footage”
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YouTube “Captured with a camera” (Oct 2024)
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C2PA 2.x and Identity

• From version 2.0 of the C2PA spec, released in January 2024, all references 
to individual or organisation identity were removed from the core C2PA spec

• A mechanism for asserting identity was created in the Creator Assertions 
Working Group (CAWG) which is a separate entity

• All metadata assertions that could identify people or organisations were also
moved

• In the 2.x spec there remains an option for validator tools to support 
“additional trust anchors”, but this is currently up to each implementor
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C2PA Conformance program

“The C2PA Conformance Program provides assurance that products 
[i.e. hardware devices and software tools] adhere to the Content 
Credentials specification, and fulfill a set of security requirements to 
ensure they are producing and validating C2PA data correctly.”

Introduces and manages the “C2PA Trust List” (specified in C2PA 2.0 
spec) and sunsets the “Interim Trust List” currently being used.

Goals:
• Encourage ecosystem alignment with the 2.x specification
• Avoid unnecessary disruption for existing implementations
• Incentivize upgrades to C2PA 2.x
• Add Time Stamping Authorities to our Trust Lists
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C2PA Conformance program:
Plan and Timeline

Through December 31, 2025:
The [Interim Trust List] will remain operational. During this time, new 
certificates will continue to be accepted and the Verify site will 
continue to display manifests as trusted, albeit with a disclaimer that 
these manifests were made with an older version of the trust model. 
The C2PA will strongly encourage adoption of the Conformance 
Program and the official C2PA Trust List.

January 1, 2026:
The [Interim Trust List] will be frozen. No new entries will be added, 
and no updates will be made.
Existing certificates will remain valid for legacy support, but no future 
refreshes or additions will occur. Eventually, those certificates will 
expire and no longer be usable for signing. However, if content was 
signed during the ITL certificate’s validity period, the content will 
always be considered valid against the legacy trust model.
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Product Messaging

Just as the Verify site itself will 
do, Implementers are 
encouraged to begin 
distinguishing between Content 
Credentials using ITL-based 
certificates (typically tied to 
C2PA 1.4) and those from 
conforming products using the 
official C2PA TL.

https://contentauthenticity.org/blog/event-recap-proving-identity-in-provenance/


CAWG and Identity Assertions

• Creator Assertions Working Group 
(CAWG.io) handles aspects that 
were removed from the main C2PA 
spec in version 2.0 in January 2024

• CAWG was initially a loose coalition 
but is now part of the Decentralised 
Identifier Foundation
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A recent CAI webinar describes CAWG’s work in detail

https://contentauthenticity.org/blog/event-recap-proving-identity-in-provenance/
https://contentauthenticity.org/blog/event-recap-proving-identity-in-provenance/
https://contentauthenticity.org/blog/event-recap-proving-identity-in-provenance/
https://contentauthenticity.org/blog/event-recap-proving-identity-in-provenance/
https://contentauthenticity.org/blog/event-recap-proving-identity-in-provenance/


Mockups of how Identity Assertions might look
in the Adobe Content Authenticity verifier tool
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Durable Content Credentials

• An obvious shortcoming is that all 
this signed metadata can simply be 
stripped out of the media file!

• So C2PA and CAI are looking at 
using watermarks and fingerprints to 
retrieve C2PA metadata

• CAI/Adobe has released TrustMark,
a simple open-source watermarking
algorithm

• The identifier and the metadata still
needs to be stored somewhere. 
Adobe has its own database.

• C2PA defines an algorithm for 
searching across multiple watermark 
systems 
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Source: https://contentauthenticity.org/blog/durable-
content-credentials

https://opensource.contentauthenticity.org/docs/durable-cr/trustmark-intro/
https://contentauthenticity.org/blog/durable-content-credentials
https://contentauthenticity.org/blog/durable-content-credentials
https://contentauthenticity.org/blog/durable-content-credentials
https://contentauthenticity.org/blog/durable-content-credentials
https://contentauthenticity.org/blog/durable-content-credentials


What are our next steps?

• Finalising best-practice guidelines for 
how metadata should be added to 
Verified News Publisher signed 
content
– Workshops with publishers in Paris in April, 

Antibes in May, New York City in June, 
Bergen in September

• Work with C2PA on finalising 
organisational identity support

• Onboarding new publishers and 
evangelising our work

• Working out requirements for Phase 2 
to be able to scale up our processes Results of a survey of publishers undertaken by the BBC in 2024



Thanks!
Brendan Quinn

mdirector@iptc.org

© 2025 IPTC (www.iptc.org) | All rights reserved 20


